/ Doors Open/Registration,
Food/Coffee available
‘ Networking

8:30 NAMC Welcome Remarks Warren

\ -  Events & Opportunities
Velocity Welcome Remarks Paula
BAE Networks Eric Castiglia
9:05 W.L. Gore Business -
AMPEX Data Systems Representatives |
Gambit Defense Inc.
|CAT Logistics

Intrepid Control Systems

Michigan Israel Business Accelerator
Synergistic

Volcanic Engineering

WITTENSTEIN Motion Control

ThinkDigits

Closing & Networking Warren
End of Program




The National Advanced Mobility

Consortium (NAMC)

The National Advanced Mobility Consortium (NAMC) is a 501(c)(3) Non-Profit Corporation that is comprised of U.S. innovators
dedicated to the development of ground manned and unmanned autonomy-enabled military technologies for the U.S. warfighter.

Primary Customers: LyZi!

INNOVATION
. member Creative problem solving thru
2in3 organizations mission-focused, experienced,
multi-functional staff

DEVCOM members from across the

are small

businesses $1 5B
obligated

COLLABORATION

Lead collaboration efforts to
embrace an ecosystem of
experienced members

projects competed
only through

73% NAMC

of funding to
Non-Traditional
Defense
Contractors

experience

EDUCATION

Develop the industrial base to
deliver best-fit capabilities
meeting critical demands.

Trusted
Partner




Detroit Arsenal of Awarded 1 September 2023
Innovation (DAI) “Detroit Arsenal’s Prototyping OTA”

Other Transaction

Agreement o 1 ﬂlqlﬂrﬂ

External Systems
- 5 Year Base Period of Performance
Dther 'mmsnchm mement Fuels 8 Lubes
survivability
“ Mobility

Light weighting
ﬁ cyber Security

Platforms OSufetr Technologies

Petroleum & water Systems

- 5 Option Years
- $2.5 B Ceiling ($250M Annual)

Broad Scope and potential Customers

New “Collaboration” options for Modeling & Simulation
Government Customers (Demos, Defense
Innovation Workshops, Industry Days,
Tech Scouting, etc.)

@
Powertrain
Revised processes and thresholds to

improve efficiency.

Increased ability to develop efforts with

Government OTA Users. Advanced Energy Storage *

3 New Technical Areas (Safety Tech, Architecture & Mobility

Lightweighting, Advanced Energy Storage)




NAMC | Upcoming Events

4-5 Feb: GVSC Industry Days (CUI) (Warren, MI) (Registration Closed)
4 Feb: NAMC Networking Social (Sterling Heights, MI)

6 Feb: NAMC General Membership Meeting and Annual Plan Industry
Day (Sterling Heights, Ml)

11-12 Feb: Army Futures Command Autonomy VERTEX (Austin, TX)

13 Feb: NDIA Young Professionals “Battle of the Primes” Bocci Ball
(Auburn Hills, MI)

24-26 Feb: NDIA Tactical Wheel Vehicles Conference (Reston, VA)
25-27 Mar: AUSA Global Force Symposium (Huntsville, AL)

26 Mar: Metro Detroit Business to Gov Connect APEX (Warren, Ml)

5 Apr: NDIA’s ROTC Awards Banquet (Auburn Hills, Ml)

8-10 Apr: Michigan Defense Expo MDEX (Warren, Ml)

15 Apr: Defense on Tap (Orlando, FL)

19-22 May: AUVSI Xponential (Houston, TX)

13 Jun: AUSA 250t Army Birthday Ball (Detroit, Ml)

25 Jun: Defense IQ Armored Vehicles USA Conference (Detroit, Ml)
11 Aug: NAMC Annual Membership Meeting (Novi, Ml)

12-15 Aug: NDIA GVSETS Exposition (Novi, Ml)

13-15 Oct: AUSA Annual Meeting & Expo (Washington DC)



INCUBATOR
ACCELERATOR

&
COWORKING SPACE

MIVELOCITY.COM




Velocity Year to DATE

New New Total Total Total
Companies Client Grants Events Businesses Press
Started Intakes Awarded Hosted in Velocity Releases
3] 203
$535K 96 42 18
KKK Accelerator KKK KKK :
Clients Live News
Companies Served Investments Total Total $$$ Covzrage
Relocated to 101 Attracted to Event Saved
Aé\:GCOTb Macomb  Attendees Annual
ounty Incubator County Podcast
15 Clients Businesses 7k 266k Coverage
Served 19.2M Q

155
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CYBERSECURITY IS NOT SOLELY THE RESPONSIBILITY OF THE IT DEPARTMENT OR A
SPECIFIC GROUP OF INDIVIDUALS;

IT IS ASHARED RESPONSIBILITY ACROSS THE ENTIRE ORGANIZATION.
EVERYONE PLAYS A CRUCIAL ROLE IN SECURITY:

Human Element: People are often the weakest link in cybersecurity. Employees interact with technology daily,
making them susceptible to human errors, social engineering attacks, and phishing attempts.

Protecting Company Assets: All employees have access to sensitive data, company systems, and resources. By
actively participating in cybersecurity practices, they help safeguard the organization's assets.

Early Detection: Employees are often the first to notice suspicious activities or potential security breaches.
Reporting incidents promptly can prevent further damage.



PHISHING

= Phishing: Phishing is a deceptive technique used by cybercriminals to trick
individuals into revealing sensitive information, such as passwords or financial data,
often through emails, messages, or fake websites.

= Social Engineering: Social engineering involves manipulating individuals into
divulging sensitive information or performing actions that compromise security.




SMALL BUSINESSES ARE UNDER
THREAT FROM A VARIETY OF SOURCES,
BOTH INTERNAL AND EXTERNAL.

BUT PHISHING IS THE MOST PRESSING. \-’

STANDARD PHISHING SPEAR PHISHING WHALE PHISHING

Standard phishing is the A targeted attack aimed  Targets high-ranking

most common type of at a specific individual executives or other

phishing. These attacks or organization, often individuals who have VISHING

typically involve mass involving the use of access to sensitive This attack uses phone

emails sent to large personal information information. This calls or VoIP (Voice over

groups of people. to make the email seem  kind of attack is more IP) messages to trick
more credible. sophisticated as the victims into revealing

victims are often tech- sensitive information.

;\Q savvy.
> L



Use a mix of alphabetical and numeric, a mixture of upper and lowercase, and special characters
when creating your unique passphrase.

Use unique passwords or passphrases: You should have a unique password for each of your
accounts. This way, if one of your accounts is compromised, your other accounts remain secure.

Number of Numbers Only S Hgvﬂ::c::: r:igtﬁrws;:ggzr r::::tz::;a:jcgzzr

Characters il Letters Letters Letters, Symbols
_ Instantly Instantly Instantly Instantly Instantly
_ Instantly Instantly Instantly Instantly Instantly
_ Instantly Instantly Instantly Instantly Instantly
7 Instantly Instantly 2 secs 7 secs 31 secs
8  Instantly Instantly 2 mins 7 mins 39 mins
9  Instantly 10 secs 1 hour 7 hours 2 days
10 Instantly 4 mins 3 days 3 weeks 5 months
1 Instantly 2 hours S5months | 3years | 34years




Credentials on the
Dark Web?

k Protect your business from the increased
security threats caused by exposed login
and password details on the Dark Web.

> 0

BAE

NETWORKS

Are Your Employee’s

Cybercriminals have multiple methods to exploit your business’ vulnerabilities. Business email
compromise are very common where email credentials get hacked and used for impersonation.
« After mirroring your business identity, criminals can commit multiple frauds, including money
laundering. The scary part is that your company’s credentials may already be out there on the
Dark Web.

A Google survey found that about 65% of internet users use the same passwords for multiple
services. Such poor password hygiene provides an easy passageway for cybercriminals.

Once your password is stolen or becomes decoded by cybercriminals, they can access your
accounts on other services with the same login credentials. The password being leaked on the
Dark Web amplifies the problem.

Your business safety can become compromised if your critical data leaks on the Dark Web. Many
companies do not realize their data is compromised until a breach occurs, which can happen at
any moment.
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| ’ Qj Over 90% of internet content.
N & % Not accessible via search
Lty nee Well engines. Includes government
Y n resources, academic
information, medical records,
etc.
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- Capillg) 6% of internet content.
Encrypted networks accessed

_J:‘_]j _d .LL'LJ with special software. Includes

stolen and illegal information.



WHY MONITORING FOR EXPOSED CREDENTIALS IS IMPORTANT B 2 E

NETWORKS

HOW ARE CREDENTIALS COMPROMISED?

Send e-malls disguised as legltimate mestages
—— e T

Deeliver malware to visiiors that capiures credentials

[M]  WATERING HOLES  : Bmiamecedires pmmooe

ﬁ MALVERTISING et e g oo avering et

| o0 WEB ATTACKS Explok @lacovere laetabibiie i seialteh & foothedd
|-| Move laterally through the network (o discover credentials

e 395’. WHAT CAN AN ATTACKER DO WITH COMPROMISED CREDENTIALS?

problem. Unfortunately, user names and passwords are still Per of adudts = Send Spam from Compromised Email Accounts
the modt common method for logging onto services including ) tenrtape -
Torporaie networks, social media sites, e<commerce sites and it e usmh

saams of very similsr

others . 4 %
passwords for maltiple ; Ry Install Malware on Compromised Systems
online Lervices AT

Deface Web Properties and Host Malicious Content

Compromise Other Accounts Using the Same Credentials

2 8 5 ﬂ ﬂ or i Exfiltrate Sensitive Data (Data Breach)
’ Liser names and Flrli.‘i.\'-'ﬂmﬂ rl"‘PrI"{f‘n: the keys to the e o |ﬂen1‘i|‘y1‘h¢-ﬁ

kingdom for malicious arrackers. Criminaks who know how
hwerage mmber of to penetrate a company’s defenses can easily steal hundreds

breached data reconds, or even thousands of credentials at a time

Ty r— PROTECTING AGAINST CREDENTIAL COMPROMISE

) ) While there is abways a risk that artackers will compromise a
A criminal dealing in stolen credentials can make tens of company’s systems through advanced artacks, most data breaches
thousands of dollars from buyers interested in purchasing - exploit common vectors such as known vilnerabilities, unpatched
credentials, And by selling those credentials (o muliiple systems and unaware employees, Only by implementing a suite
buyers, organizanions that experience a breach of Trpical price rasge b of tools including monitoring, dam leak prevention, multdfactor
credentials can easily be under digital assanlt from dozens inhvidud compronised authentication, employes security awareness training and others - can
or even hundreds of attackers. credentials organizations protect their business from the perils of the dark web,
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REPORT

Oct 21, 2024



Most Recent 44 Compromises

Date Found Email

DBE/24

DEOT 24

0130724
0130124
0130024
12/07123

03/2423
03/2423
03/18/23
03/18/23
D602
D2
D&
1118721
DB/16/3
O7N4i21
DEM121
OB
10/02720
10/02720

mdr ksEwanakahod. com
mdrksiEwanakahos. com

jackiew@wanakahoo.com
chefk@wanakahco com

marinakf@wanakahes.com
jackiew@wanakahor. com

marerfswanakahcs com
marerfswanakahcs com
mdr ksiEwanakahoo. com
morksdEwanakahoo.com
mikeviEwanakahco.com
mikeviEwanalkahco.com
mikeviEwanakahco.com
janicer@wanakahcc.com
jackiew@wanakahcs.com
mdr ksdEwanakahod. com
mikekd@wanakahco.com
galehmwanakahcc.com
g hultguist@wanakahoe.com
stevep@wanakahcc.com

Password Hit Source

id theft forum

id theft forwm

id theft forum
id theft forum
id theft forum
id theft farum

id theft forum
id theft forum
id theft farum
id theft forum
id theft forum
id theft farum
id theft forum
id theft forum
id theft forum
id theft farum
id theft forum
id theft forum
id theft forum
id theft farum

Type

Phishing or
Keylogging
Phishing or
Keylogging
Mot Disclosed
Mot Disclosed
Mot Dizsclosed
Phishirng or
Keylogging
Mot Dizsclosed
Mot Dizsclosed
combaolist
combaolist
Mot Dizsclosed
Mot Disclosed
Mot Disclosed
Mot Disclosed
combalist
Drata Breach
Mot Disclosed
Mot Disclosed
combalist
combalist

Origin
Mot Disclosed
Mat Disclosed

Mot Disclosed
Mot Disclosed
Mot Dizclosed
Mot Disclosed

Mot Dizclosed
Mot Dizclosed
Mot Disclosed
Mot Disclosed
Mot Dizclosed
Mot Disclosed
Mot Disclosed
Mot Disclosed
Mot Dizclosed
Mot Disclosed
Mot Disclosed
Mot Disclosed
Mot Dizclosed
Mot Disclosed

BALE

NETWORKS




Live Data Search Company Profile E] Breach Descriptions ~ Export

= L o (0] @ PIl Hits

—

Total Exposures (3 Password Hits Earliest Compromise Latest Compromise First Names Last Names Addresses Phone Numbers Birth Dates Usernames

B 26 04/06/2016 06/17/2024 13 10 4 8 2 8

Email Date Found Password Hit Pll Hits Origins Exposed Details

marks@wanakahcc.com 06/17/2024 heg#s*astas N/A 5  Exposed Details
marks@wanakahcc.com 06/06/2024 Bed**#x N/A 5  Exposed Details
jackiew@wanakahcec.com 01/29/2024 N/A 5  Exposed Details
chefk@wanakahcc.com 01/29/2024 N/A 5  Exposed Details
marinak@wanakahcc.com 01/29/2024 N/A 5 Exposed Details
jackiew(@wanakahcc.com 12/06/2023 T N/A 5  Exposed Details
marcr@wanakahcc.com 03/26/2023 N/A 5  Exposed Details
marcr@wanakahcc.com 03/26/2023 N/A 5  Exposed Details
marks@wanakahcc.com 03/17/2023 Bed**#ix N/A 5  Exposed Details

marks@wanakahcc.com 03/17/2023 B N/A 5 Exposed Details

mikev(@wanakahcc.com 06/09/2022 SPS . N/A 5  Exposed Details
mikev@wanakahcc.com 02/18/2022 N/A 5  Exposed Details
mikev@wanakahcc.com 02/18/2022 N/A 5  Exposed Details

Jjanicer@wanakahcc.com 11/17/2021 f 5  Exposed Details
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¥y Department of Insurance and Financial Services

Consumers v

Industry Forms ~ Regulatory & Legal ~ News & Outreach ~ About ~

Michigan Part of $20 Million Multistate Data Breach
Enforcement Action Against Nation’s Largest Nonbank
Mortgage Servicing Company

January 08, 2025

Media Contact: DIFS-press@michigan.gov

CSBS Media Contact: Susanna Barnett, 202-608-3143

Consumer Hotline: 833-ASK-DIFS, Autolnsurance@michigan.gov
Consumer Hotline: 877-999-6442, Michigan.gov/DIFScomplaints

FOR IMMEDIATE RELEASE: January 8, 2025

(LANSING, MICH) Michigan joined 52 state financial regulatory agencies in a coordinated
enforcement action against mortgage company Bayview Asset Management LLC, and three of
its affiliates, Lakeview Loan Servicing, Community Loan Servicing, and Pingora Holdings
(collectively the Bayview Companies), for failing to maintain sufficient cybersecurity practices
and for not fully cooperating with state regulators following a data breach that impacted 5.8
million customers.
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GORE® SOLUTIONS
FOR AEROSPACE & DEFENSE

Marcel Bakx Rob Haywood
Market Development Market Development
mbakx@wlgore.com rhaywood@wlgore.com

Bob Savitsky
Senior Field Sales

rsavitsky @wlgore.com

Together, improving life
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Defense Vehicles

GORE® Microwave/RF Assemblies,
7 Series/General Purpose

(EW Systems, IFF, Active Protection
Systems, SATCOM on the move)

® . ‘ GORE®
GZOI(:EB l;SvBef:;I;:‘ess' % High Performance Aerospace Wires
. . ~\ R (Electrification, Hybrid Propulsion)
(Vetronics, Vetronics \\\
GORE® Integration) Ry
High Flex Cable
Assemblies )+,
(Telescopic masts) ' T GORE®
‘ / Coaxial
P ” Cables
GORE® Ethernet Cables, - (4K Camera
Cat6a Version Video Links)
(Vehicle Backbone, Hi-Res
video streaming, Vectronics,
Active Protection Systems)
o GORE®
7, Fiber Optic
; i/ Cables
W 1\"{\"‘» (Vehicle Backbone,
Vetronics)
GORE® Cableband GORE®
Systems
(Optronic Turrets, HDMCI/I?IVI/DP
Elevation Systems, ables

Elevation, Azimuth)

GORE® b
CAN Bus Cables S
(Vehicle Control & P

Monitoring, Motion
Control)

© 2022 W. L. Gore & Associates

(Screens, Vetronics and
consolles Integration)

GORE® GORE®
High Flex Cable Round Cables //
Assemblies (Dynamic jf";v
(Headsets, Components, ’ﬁ/
Intercoms) Automation) &

27
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Aerospace & Defense

Solutions

= Smaller, thinner, lighter weight designs

= Easier routing with tight bend capability

= Proven performance after installation and over time
» Increased defense vehicle availability

= Lower lifecycle costs with longer service life

= Meets next-gen system technology requirements

Gore is a trusted partner delivering high-performance
solutions that push the boundaries of reliable system
performance in the harshest environments.

© 2022 W. L. Gore & Associates
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Increasing Under-Armor Volume and
Reducing Weight While Increasing
Effectiveness

GORE® Ethernet Cables
(4 Pairs) Standard Cables

© 2022 W. L. Gore & Associates
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We spearhead transformations that overcome

extreme system challenges, on Earth and beyond,
to protect and connect society


Presenter Notes
Presentation Notes
OUR BEGINNINGS

Over 60 years ago, Bill and Vieve Gore embarked on a courageous journey that transcended the ordinary.

In the modest confines of their home's basement, Bill and Vieve laid the foundation for W. L. Gore & Associates. 

Driven by boundless imagination, our founders aspired to create a workplace that would unleash creativity and ignite the human spirit – a crucible of innovation dedicated to delivering value to society through scientific discovery. 

Bill was a natural-born entrepreneur, leaving behind a thriving career to pursue this dream, delving into the uncharted possibilities of a revolutionary polymer material: polytetrafluoroethylene, or PTFE.

A decade later, the serendipitous discovery of expanded PTFE by their son, Bob Gore, became the catalyst for a cascade of market-shaping innovations. From the crucible of curiosity emerged a legacy of transformative breakthroughs. 

Our Mission today is to evolve a compelling portfolio of products, technologies and services which enable us and our selected partners to transform targeted industry segments, both on Earth and beyond. 

Guided by the spirit of our founders, we continue to evolve, pushing the boundaries of what's possible, where it matters most. 


AA DELTA INFORMATION SYSTEMS COMPANY AM p Ex

Ampex Data Systems
Defense and Donuts 1/22/2025

CAPTURE | PROCESS | STORE | HOST | SECURE




Ampex Overview

Mission
Capture, process, store, host, and secure high-value data for our nation’s
defense and beyond by offering the lowest-risk combination of hardware

and software solutions and best-in-class support.

V|
@ U.S. Owned and Operated K() Full Life-Cycle Support
ms« Facility clearance and multiple
IQQ 15O 9001 TS/SCI cleared personnel
@3 Employee-Owned Small Business {F Recent Facility Expansion

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY AMPEX PROPRIETARY AM p Ex



Capabilities

Ruggedization Encryption SWaP-C

- MIL-STD 810 - NSA High Assurance (‘Type- - Designed for optimized
. MIL-STD 461 1) SWaPb-C
- MIL-STD 704 - Commercial Solutions for

- Gun Fire, Radiation Tolerant, Classified (CSfC)
and others - FIPS 140, etc.

Open Architecture Edge Performance Tailored Solutions

- Non-proprietary, no vendor - Collect data at speeds - COTS, MCQOTS, and fully
lock ranging from hundreds of customized solutions to
. Ampex Common Compute Mb/s to hundreds of Gb/s meet customer

Environment (ACCE) - Storage capacities of requirements
hundreds of TBs

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY AMPEX PROPRIETARY



Off the Shelf Solutions
FLIGHT TEST

Where every pulse, signal, and sensor detail
matters.

PLUS

Most popular solution. The “sweet spot”
between cost & capabilities.

MAX

The fastest thing flying. Fully capable.
Completely rugged.

AMPEX PROPRIETARY AM p Ex

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY



""‘C_ybe‘r Security

*  NSA Type-] CSfC

® . High assurance encryption
§ for classified data

- NSA-endorsed encryption
scheme for classified data

8 " g
[ ] L o

= .
AES 256/FIPS 197

- Government validated 256-
bit encryption protocol

FIPS 140

- Government approved
cryptographic module

utilizing two COTS layers security
-1:::. : -
' ? = " @  STIG Compliant OS US-Based Supply Open Architecture ’ !
: - Enhances system security Chain - Ensures cybersecurity \

and integrity

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY

. Controlled, Class-A supply adaptability and resilience

chain for hardware and
software security

35

AMPEX

AMPEX PROPRIETARY



Program Support

 DoD Programs of Record
« U.S. Army M-SHORAD
- USAF B-52H
+ NAVAIR PMA-231 E-2D
« NAVAIR PMA 262 MQ-4C Triton

* Procurement Schedule Capabilities

« Ampex production facility can manufacture 350+ units
annually

 Turnaround time to respond to delivery orders
« Acknowledgement of order within 5 days
« Delivery of hardware within 60-120 days

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY AMPEX PROPRIETARY




THANK YOU

AMPEX DATA SYSTEMS CORPORATION
26460 Corporate Ave.
Iehlermann@amoex.com Hayward CA 94545 USA
2779-230-1232 +1.650.367.2011

WWW.ampex.com

Liam Ehlermann

AMPEX DATA SYSTEMS | A DELTA INFORMATION SYSTEMS COMPANY AMPEX PROPRIETARY AM p Ex
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Scaling Teams
Human + Machine

GAMBIT © 2024 All Rights Reserved.



@ cavBIT

2000

Second Wave

Expensive, Exquisite Semi-autonomous, Low-cost
Many Operators One to One Control
Platform Specific C2 Platform Specific Training

First Wave

03

GAMBIT © 2024 All Rights Reserved.



@ GavBIT

Legacy: Gambit's Approach: O0S

Cognitive Load Cognitive Load

Task driven systems — Outcome Oriented System =

Qutcome Outcome

SCAN AREA SCAN AREA

Tasks ‘ MOVE TO P1 H MOVE TO P2 H MOVE TO P3 ‘ Parameters TARGET POSITION JAMING Tasks | ajAuTOMATED Parameters Al AUTOMATED

to follow to follow

’ MOVE TO P5 H MOVE TO P6 H RTB ‘ m SURROUNDINGS

GAMBIT © 2024 All Rights Reserved.



@ cavBIT

5 Gambit's Approach: OOS B
Gam blt OOS Outcome Oriented System -

—— Hardware

—— Neuron

—— Cortex
Q00 Q» Q» OO0 OO0 OO0 OO0 KD QD
X X X X X B X

Ll S

——  Axon - Outcome GUI

y
—— Human li\

Human Output Al Outputs Al Tasks
Lo COOOOOOO0 COOOOOOOOOOOOOO

GAMBIT © 2024 All Rights Reserved. 05



@ GAVBIT

True Autonomy

In contested
environments

(Reward: 143.28 )

Outcome Search and find all objects of interest in 300m x 300m w/
10 nodes
Contested Two jammers, 915 & 2462MHz, limit the ability of system

environment

to communicate with operator

Foundational
Al Models

Behaviors/policies developed in simulation then deployed
in off-policy learning and over time moving to on-policy for
improved situational performance

GAMBIT © 2024 All Rights Reserved. 02



@ camvBIT

Value Proposition:

Reducing Operational and Opportunity Costs

®
—

GAMBIT © 2024 All Rights Reserved.

Manages the cognitive
load

Dramatically increases
productivity.

1 person controlling 1 UxS vs.
1 person monitoring >100 is a
massive productivity increase.

No need to learn different interfaces
for different system - one intuitive
interface to control all domain
heterogeneous platforms.

Q0
Yo o

Q0 Q0
o o
Q0

o o%

Coordinates heterogeneous

drones across all domains

Allows user to use any UxS
or payload to meet an
outcome.

No requirement to define all
subtasks of the system in the
planning phase.

Collects tactical
data at scale

Optimizing O&M by allowing
you to select the right
platform for the right job at
the right time.

Operate with significantly lower
costs and optimize resource
allocation to achieve desired
outcomes.



S Relevant Capabilities: Dynamic Track‘i‘,ng

® Gambit Dynamic Tracking is more than just following a TOI

@® This level of myopic pursuit strains limited resources

® Gambit focuses on increased tracking of high TOls while still

maximizing total situational awareness SRRy

@® Platforms dynamically reposition to compensate



https://drive.google.com/file/d/10ET9GnQVZ8j0w4FydmnncJps3wZth_eM/view?usp=drive_link

@eaver  Relevant Capabilities: Dynamic Tracking Self Healing

® Gambit Dynamic Tracking is more than just following a TOI
@® This level of myopic pursuit strains limited resources
® Gambit focuses on increased tracking of high TOls while still
maximizing total situational awareness

@® Platforms dynamically reposition to compensate

® Mission healing if platform lost mid operation

Score: 263.0


https://drive.google.com/file/d/10GqGHY2PYZ1EAK_pniGq-FXgwol_HCbY/view?usp=drive_link
https://drive.google.com/file/d/10GqGHY2PYZ1EAK_pniGq-FXgwol_HCbY/view?usp=drive_link

@ GavBIT

USSOCOM Technical Event 24-3: hine Teaming
ASSESSMENT REPORT

Fubished June 25,2024 | X

Gambit: TE 24-3 Evaluation

=D “ Good capability that should be invested in. The mesh mobile ad hoc network created . .
via CORTEX could have significant utility within UK MOD's portfolio. There are SOF use o0, & e o o ey cooes g s vy e

o tiss v, For e . sxperiment, g cifierert oo pletiorrm o shawease whant et vl ook b,
JEFSOC: R is wrknown ¥ thay & Cuminy vecrkdng with 1 Dc. | don®t tink i reacs 10 ba combined wih Ay slss

cases, but should also be demonstrated to UK RAF Rapid Capablities Office (Air ROO), ek i A A T

[RERNC: Linsnown Fwarking for Dol bt saemad e actwely knoking 1or A equismant, Recammend tha ckaaiopar
alongside UK SFAC. = il

bes ghven = pericasier regunement 1 Bohe

Durabifity Bestainabifty |AFSOC]: The tachnologyfeguipmant is not presenty sLtnbis for Lse in SOF opemfing ervionmens and condians.
Cormpany | only B moring imo pooucion, I B unanawn 1 e eciroiogyeguipment ookl be sustsined al Lniisokder
fervnd, Lsing commonly valabie tooks. For sotwans, ioeneing wil ke mauimd oy eaching cut o company' 1 add specific
phatforTTe b program,
|FFEOC]: Dunabity s LAS o plationm dapandarm. Tha ohnoiogy' nan ba Sumainad at tha Lnk iral. i woud mouim
N Lfdaies o reaching oul 1 e oompeny for aneclic LIAS plationms i be added

“To the best of my knowledge AFSOC does not have this capability within their arsenal. This enhances mission effectiveness by PG s, s 005 s
1 T acpipment i 8 smal Modesy s2ed puck el can be placed cn sy LIS, 1t bull 1o b plafom agrostic and

combining different UAS platform or ground platforms into a mesh network that is controlled by an Al pilot.” b ey 1 e, o

aoasie,

e |RFE0C): Compatibia/iniemperii wih SCF quipment and TTFs. hao amas of concem, b may have 10 adust et
0GR ) naeiony 1 RS BROCPET, by PR B PO Fi CVTRRCRON o cHone o leplen
|FSOG]: This program & compatiin wih our cument LS equipment, and it can be upcied i be compatbie win
e platlorme. An cron of concan i ey ol your cumen] LIAS plath sk b "Bk wilh
this program. TAK or AT sysiem in ormor 1o pagram & Thass may need o be a sight adustment & e LS platiom
1 Coder > BLDar] this softwans

@ “It would greatly enhance mission effectiveness”

o Applcation WFSOC]: Ta my knowledge SOF does not heve this capability witiin it portioko. The technalogwequipment could
. - . . . . . . . - ‘enhance mission effectivenees by using multipls LS pifoeme: for tha same mission In the sofiwers drven by Al i
@ The approach of this is unique in that it employs reinforcement learning on a scale that is not duplicated for small UAS. There is likely T ey et Lt e .

a circumstance where the computer learns to task UAS more efficiently than humans do. The biggest concern that | would have is the

A of concem woukd be training peopie 1o efecively use Al program and buld the swam fight plars.
fidelity and accuracy of the simulation used to train the reinforcement.” TSR 0 TR T T S s 73 o N RIEe  5 s

sense a chenge in the RF fald in a dasi rea. MNeed 10 ba abe to fer ipe sor of ties to the US.

“No, SOF does not have this capability” L

GAMBIT © 2024 All Rights Reserved. 09




@ camvBIT

- Point of contact:
Scallng Teams Benjamin Richardson
. Chief Commercial Officer

Human + Machine e, Ty
ben@gambit.us

GANIBIT

GAMBIT © 2024 All Rights Reserved. 12



@ camvBIT

U.S. Army Example

Army announcement to purchase 2500 $1 0.000
$ 2 5 M commercial drones for its 31 Brigade ’
Drones Per drone
Combat Teams
Without Gambit With Gambit
[

30X

Improving the operational effectiveness while
decreasing the cognitive load on the individual
soldier.

240 Operators out of 4000 0 8 Operators control 80 0
people in one BCT 6 /0 drones for entire BCT 0 - 02 /O

41 Drone 10 Drones

3 Operators 1 Operator

GAMBIT © 2024 All Rights Reserved.

DHS Example

2023 2000 330 2024 1030 170

Operators Drones Operators Drones

Without Gambit With Gambit

2,980

Operators Decreased by Gambit with the
same outcome.

3030 Operators 50 Operators to control GOX

total. 500 drones. More effective
o0 o0 GO
o o B H
1 Drone O+O C%) O+O C%) 10 Drones
6 o0 @® 00 @® > 1
Operators QAP Q0 'I‘ Operator
g6 M

08



@ cAvBIT

Operator selects an area on the map
and issues outcome command
to cortex.

Scan Selected Area for Jammers

R R I N W

The Cortex identifies and connects to other
systems that can execute and support the
outcome.

GAMBIT © 2024 All Rights Reserved.

Executihg behaviours
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@ cavBIT

OV-1 - Search & Rescue

---------

C-130
/ ENABLED WITH A NEURON

/I
= g
/—{ LOSE AIRMAN WITH NEURON
NEURON ENABLED DRONES
COPERATING ON CORTEX MESH NETWORK.
PERMISSIVE CONTESTED DENIED

GAMBIT © 2024 All Rights Reserved.



@ cAvBIT

OV_1 . Humanitarian Assistant Disaster
" Relief (HADR)

.....
......




@ cavBIT

Ov_1 . Intelligence Surveillance
" Reconnaissance (ISR)

el ; -~
o C-130
e / ENABLED WITH A NEURON

NEURON ENABLED DRONES i E

COPERATING ON CORTEX MESH NETWORK.

PERMISSIVE CONTESTED DENIED

GAMBIT © 2024 All Rights Reserved.

SINGLE OPERATOR MANAGING
HETEROGENEOUS




ICAT LOGISTICS

..............



29

With over 30 years of expertise,
we specialize in shipping
goods, vehicles, and gear for
defense and government
operations across the globe

123 military vehicles on a cargo vessel
going to the Phillipines

A

ICAT

logistics. inc.




ICAT's team of experts
ensure your cargo remains
secure and compliant door
to door.

Missile Defense Systems,
Northrop Grumman

—

A

ICAT

logistics. inc.
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From transporting military vehicles
to handling sensitive gear, we 130 Armored Personnel Vehicles to Ukraine
navigate challenging territories - Foreign Military Sales /9(
across the globe. .I o T.

logistics. 1nc.



ICAT offers seamless transportation
solutions and expert technical writing for

your logistics proposals, ensuring your
mission’s success—no matter where in the

world it takes you.

Raven Aerospace
BAE Hawk Aircraft Project




Jﬁﬁm WI‘- \\

e PR ST aqq.
L]

From chartering planes to
transporting equipment in a
sprinter van, no job is too
big or small—we've got you
covered.

Chartered Antonov from
Poland to USA Shipping
Predator Drone System

A

ICAT

logistics. inc.




=] CHRIS CSER

chris.cser@icatlogistics.com

RENEE SARB

renee.sarb@icatlogistics.com



INTREPID CONTROL SYSTEMS, INC.

ICS UK ICS Germany

e Supplier of Automotive 3 X
Network and Data Logging F
systems for 29 years

Vetes Miuhendislik
/ ICS Korea_

}

@ .. ICS Japan

ICS China

Teoresi S.p.A.

* Product focused company

Alava

ICS USA Ingenieros

[

L
A
N S

' ICS India  adl

Lynx Tecnologia £ ¥
ICS Australia v P4

* Global support network to react to
customer needs quickly

* Investing in new technology

* Automotive Ethernet, CAN FD,
Cybersecurity, Autonomy

TECHDAY P covros e

Connect ¢ Learn ¢ Innovate www.intrepidcs.com



\\‘<\°( Remote
\’C“ Wireless

Data Loggmg .
-y

i .\'

Data
Software for Analytics
Network Analysis e
Simulation
Data Logger Setup

Automation QA

Versatile

Product Family ~ =

Accessories
. SerDes 3 =)
oy Gatewa '
Analog I/0 & y/ Products W

Digital I/0 Node SIM

e @

@ B

TECHDAY P covros e

Connect ¢ Learn ¢ Innovate www.intrepidcs.com




Domain to Zonal

E Domain A Controller/Processor Domain A Device

777777 }Domains Cable Harness nDomain B Controller/Processor  [[] Domain B Device

E]Domain C Controller/Processor Domain C Device

DOMAIN

* Domain Architectures were an improvement from previous
architectures

* Domains segregated by network

* Advances in technology have made this this suboptimal
* Cost
* Weight
* Manufacturing

TECHDAY

Connect * Learn * Innovate

Transformation

Ethernet(Backbone)

}Domains Cable Harness

he
A3

N
"
ﬂ

E Central Compute Domain A Edge Device

6 Zonal Controller

S—
== Central Storage
— g

[l Domain B Edge Device

Domain C Edge Device

ZONAL

Supports Software Defined Vehicle (SDV)
* Abstract as much as possible hardware from software

Optimize Power and Signal Distribution System
* Fewer network connections

Less cost

Less weight

Simpler assembly

Higher reliability (mechanically speaking)

INTREPID

CONTROL SYSTEMS
www.intrepidcs.com



Domain vs Zonal Architecture

DOMAIN ZONAL

Many variants depending on OEM. Many legacy and proprietary networks Many variants that include “Ethernet only” anal, and hybrid versions that
employed including CAN-FD, FlexRay, Ethernet, A2B, SENT, LIN, etc. include CAN-FD, LIN, FlexRay, etc. Backbone is always Ethernet.

100BASE-T1 CAN-FD

FLEXRAY CAN-FD
ENGINE DOOR1 CONSOLE
LIN i
100BASE-T1 -.=
TRANSMISSION LOCK WINDOW SWITCH —4 CLIMATE O- """

[

— DOOR2 LN ETHERNET
FUEL SYSTEM @
& S <O : - <
LOCK WINDOW SWITCH : 1 l l i :—-
! i

_4 HYBRID HEATER
DOOR3

ABS ’_i_‘ ’_ﬁ_‘ ’_i_‘
LOCK WINDOW SWITCH
—a THROTTLE | DOOR4

LIN
LOCK WINDOW SWITCH

Display

[ wroranment | [ powertran | [ BooY | | CLVIATE B O e
[ POWERTRAIN |~ ~ 7 DIRECTI/O
> SENSOR
[ cumate | [> actuator

TECHDAY Pl

Connect ¢ Learn ¢ Innovate www.intrepidcs.com



Drive Toward Zonal Model

DOMAIN PARTIAL ZONE FULL ZONE

FoRAT oo
= ENGINE | |—sf DOORI |

UN

100BASE-T1

—4 TRANSMISSION LOCK. WINDOW SWITCH CLIMATE

DOOR2
—* FUEL SYSTEM

LN
LOCK WINDOW SWITCH
—# HYBRID HEATER
DOOR3

ABS

La THROTTLE | —={ DOOR4 |
LIN

T
[
i
Central Compute '.____’ '<>
switch

ETHERNET

Zone FL

INFOTAINMENT

POWERTRAIN —— CAN, LIN, 10BASE-T1S, FlexRay
[ wroranwent | [ powertran | [y CLIMATE ——  1000BASE-T1, MULTIGBASE-T1
CLIMATE ----== DIRECT I/O
> SENSOR
[> actuator

CLUSTERD DOMAIN Legacy edge networks
(CAN, LIN)

ECU

ECU —- ECU

Vehicle
Computer

> Ethernet Only Zonal

TECHDAY Pl

Connect ¢ Learn ¢ Innovate www.intrepidcs.com



/onal / SDV — Enabling Technologies

<IEEE

Advancing Technology
for Humanity

10BASE-T1S

Legacy Networks Possible
CAN-FD

LIN
FlexRay

Edge node BUS

1000BASE-T1 )

MultiGBASE-T1
Zone-to-Zone and Central
Compute / Vehicle Computer
communication

802.1AS gPTP
Time Synchronization

IEEE 1722
Transport layer for:
Audio/Video
CAN, LIN, Flexray

AVB / TSN
Real-time communication
with safety critical features
like redundancy

TECHDAY

Connect * Learn * Innovate

Zone RR

ETHERNET

Zone FL

Zone RL

CAN, LIN, 10BASE-T1S, FlexRay ECU

1000BASE-T1, MULTIGBASE-T1
DIRECT I/O

SENSOR
ACTUATOR

ALLIANCE

TC10
Sleep / Wakeup
Power management for
Ethernet

TC14
10BASE-T1S Sleep/Wake-up
Specification

AUTEOSAR

Network Management

ARXML
Database Description for
Networks

INTREPID

CONTROL SYSTEMS
www.intrepidcs.com



Domain Architecture Testing

100BASE-T1 ‘ ‘ ‘ CAN-FD

CANF Monitoring and logging data is less complex
1008ASE 1 ——'— compared to Zonal Architectures:
LOCK WINDOW SWITCH

CLIMATE

* Implicit data availability with BUS networks including CAN
— DOOR2 LIN 4
e, LIN, FlexRay
e ] oL L  Data from each domain can be generally separated by
network or network groups

LIN
ABS A | « Testing focus can often be separated inside of functional
main
domains
LIN
LOCK WINDOW SWITCH

[ mrotanvent | [ powerrran | [ BBV ] | CLIMATE

TECHDAY ) couma e

Connect ¢ Learn ¢ Innovate www.intrepidcs.com




/onal Architecture Testing

~ > \ :- Monitoring all legs of all networks becomes difficult
q ECU ? o ECU r—¢
| !_L!_I_'I g =
4— ----- Zone FR V O [ecu] @ (.) ﬁ i Zona RK llt-_f:'|;>
oo o
- ?ImTh—t ETHERNET I
e e
o-® A
————- I Zone FL O A A £ Zone RL L «--{}
T CIE o LT T
L Fou | & = _ * Due to aggregation of bandwith with multiple 1000BASE-T1
> < = networks, monitoring or data logging becomes complex and more-
ECU £cu difficult.

* Selective channel monitoring is likely.

* Each leg of the 1000BASE-T1 backbone carries aggregated data
from multiple domains.

TECHD/IY @ INTREPID

Connect * Learn * Innovate



Domain Architecture Testing

100BASE-T1 ‘ ‘ ‘ CAN-FD

CANF Monitoring and logging data is less complex
1008ASE 1 ——'— compared to Zonal Architectures:
LOCK WINDOW SWITCH

CLIMATE

* Implicit data availability with BUS networks including CAN
— DOOR2 LIN 4
e, LIN, FlexRay
e ] oL L  Data from each domain can be generally separated by
network or network groups

LIN
ABS A | « Testing focus can often be separated inside of functional
main
domains
LIN
LOCK WINDOW SWITCH

[ mrotanvent | [ powerrran | [ BBV ] | CLIMATE

TECHDAY ) couma e

Connect ¢ Learn ¢ Innovate www.intrepidcs.com




/onal Architecture Testing

| — CAN-FD
'— ECU . FlexRay
? ? - =k Ethernet

LIN

Central Compute

SWit
ETHERNET
[

7N
QQ l 1 ’;—-0 Monitoring and logging data

o —1 with Intrepid Control Systems
q— ----- Zone FL ANK S, T? ? | ZoneRL  |--—-- 'D P Y

6 mm—

0
<

CAN-F

CONTROL SYSTEMS
Connect ¢ Learn ¢ Innovate www.intrepidcs.com

TECHDAY o) INTREFID



Questions?

Discover more at -

: www.intrepidcs.com c
Dave McCabe contact o
H%j}p information: C e
' dmccabe@intrepidcs.com '
;ﬂo Call my cell ANYTIME:586- fé
s 871-3660 o9
RN 7]

T NI

TECHDAY ) couma e

Connect ¢ Learn ¢ Innovate www.intrepidcs.com
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ISRAEL

BUSINESS ACCELERATOR
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MIBA's
G
(b History

The Michigan Israel
Business Accelerator
(MIBA) connects Israeli
innovation to Michigan
businesses, enhancing
their competitive edge
to drive positive
economic impact across
both regions.

2017

The MIBA is established as an economic development organization supported by the state of
Michigan. The MIBB agrees to sunset and transfer all assets to the new entity. This initiative emerged
in direct response to the state leaders of Michigan and Israel emphasizing coordinated economic
development policies to facilitate the exchange of innovative technologies and products. *

2019

The MIBA defines its mission, vision, values and success metrics while mobilizing a team to support the
mission.

2023

The Elevator launches as the first US landing zone dedicated to Israeli startups & companies,
expanding the MIBA's reach and contributing to a remarkable $7M in economic growth in Michigan.

2024

Programming & team continue to grow to meet the needs of Israeli businesses looking to scale in the
US. Exciting times are ahead for the MIBA!



~a] MIBA’Ss
1l Mission & Vision

/ Mission
@ Accelerating Michigan's economic growth,

One Israeli innovation at a time

nnnn

< Vision

(@) Positioning Michigan as the premier partner
Y for Israeli innovation in the US



Why Israel

By the Numbers

9,000+
#1
270

2nd
500+
st

startups - #1 in startups
per capita

in R&D Expenditures
(as % of GDP)

active VC funds &
71 international VC firms

most foreign companies listed on
NASDAQ, behind only China

multinational corporations from 35
countries are active In Israel

in per capita VC funding globally &
2nd in startup investment



~=m | ISrael for

% Defense Hosts the annual “New
Technology Military
Defense Exhibition”
demonstrating Israel as
a global military
technology leader

Israel Defense Forces (IDF) ranks
among the most battle-tested
armed forces globally

Foreign Military Financing (FMF) - much of which is required

$3 8B Received in military aid per year - the largest recipient of
¢ to be spent in'the US

Has strong governmental partnerships with the US to develop new
military technologies, and is seen as a pioneering, operationally proven
defense power that delivers advanced capabilities to meet today's
increasingly sophisticated threats

Why it Matters: As one of the world’s most technologically advanced
militaries in the world, Israeli defense companies are at the forefront of
iInnovative solutions.



~wu | FOreign Military Financing
Al The Opportunity

Current Agreement 5 £ Aid Required to be S inthe US
1 —— ercent of Aid Required to be Spentint em%

e Runs through 2028
e Required to spend 87% in US,

95%

ramping to 100% by end of Sone
agreement 87%
Opportunity s
o Israeli Primes (IAl, EIbit, .
Rafael) look for US based
suppliers e cccxtlilll 78% .
e Smaller companies look for
US Opportunltles FY'19 FY'20 FY'21 FY'22 FY'23 FY'24 FY'25 FY'26 FY'27 FY'Z;'D%

e Partnerships, Tech
Transfer/licensing, M&A



Get the latest on Israeli tech entering  -..
Michigan, innovation ecosystem events,
and Michigan-Israel trade delegations by
joining the conversation with us!

Michiganlsrael.com
m @Michigan-Israel-Business-Accelerator

m @MIBA_Innovation
e Bernard@Michiganlsrael.com

-
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SYNERGISTIC

Business Development, Sales & Marketing Team
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- ‘”‘-:.

The Power of Teamwork
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Synergistic

Com pany Overview Synergistic Inc.

We are committed to your success.

« Synergistic is a Small Business Administration (SBA) Certified
Service-Disabled Veteran-Owned Small Business (SDVOSB) that is
a full-service provider of Business Development, Sales & Marketing
expertise for the DoD & Federal Government markets

« Clientele ranges from Small Businesses to Large Businesses;
including Offshore & International.

« Synergistic offers Consulting Services & Sales to the DoD, and
Federal Government, specializing in High Tech & Al

« Confederacy of 11 Consultants; 36 on Email Distro List

e OnALL OTAs as a Prime: NAMC, C5, NSTIC, SOSSEC, CMG,
Cornerstone, Tradewinds Al, etc. And SAM, of course.

 |ITAR & EAR Certified; JCP DD 2345 Cert in Processing at DLA for
CUI & FCI Data for OTAs, expected end of Jan 25.



Synergistic

Com pany Overview Synergistic Inc.

We are committed to your success.

« Sales & Marketing Consulting on an Hourly basis

* Only pay for what you need; Prop Writing & Sales Strategy; assisting in
CMMC Paperwork and Processing; CMMC Level 2 Self Certified-Pending
Ind 3@ Party Certification. ITAR & EAR System.

 Consultants at TACOM, Redstone Arsenal, SOCOM, USMC, DHS, APG,
Wash DC, Canada, Israel & India

« Walk the halls at US Army TACOM and Redstone Arsenal, HSV, Alabama;
Set up Teams of Companies to Bid & Win RFPs & RWPs.

» 6 Former General Officers (GOs) available for Strategy Sessions

» Clients Included: Cybernet Systems, ThinkDigits Al, Maris Technologies,
IBM Federal Services, Fincantieri Marine Group, Davidson Technologies,
Mobius Blast Protected Seats, Magam Safety, Beth El Industries, CopterPIX
Drones, SIMLAT, Twist Robotics

« Pricing Ranges from $1500 to $5000 per month based on hours



Synergistic

Synergistic Inc.

Synergistic Business Development Team niyinl. svemierane

For More Information Please Contact:

* Andy Stass, PMP
— astass@teamsynergistic.com
— Cell: (586) 381-8520

— www.teamsynergistic.com
— Twitter: @AStassPMP



http://www.teamsynergistic.com/




Who We Are

We are a Small, Economically Dis-advantaged, Minority (SBA 8A Certified) company that has grown through Covid (established
2018). DUNS: 117124796 / CAGE: 9YVT4 / UEIL: S5JV56SK1K6.

We are a team of 10 diversified, highly skilled individuals, who create and refine advanced technologies, able to develop new
advanced materials and processes that outperform current technological capabilities.

We operate as a one stop, specialty tool/machine shop with unique capabilities including, Design, Engineering, Machining and
Fabrication with traditional techniques, coupled with cutting edge technologies including 5-Axis 3D Metal Printing, Cold Spray
Technology, 3D scanning and Advanced R&D/Patent Capabilities. We are also classified as an Emerging Technology Company
because of our unique Patent work.

We are located in Sterling Heights in close proximity to many in the room here today, looking to grow in a Hub-zone later this year.

Mission

Our mission at Volcanic Engineering Inc. is to harness the power of innovation, experience, and dedication to provide innovative, top-
tier Mechanical Engineering, Machining, and Manufacturing Services/Solutions in Michigan. We believe in building lasting
partnerships and contributing to the technological advancement and economic prosperity of our region and the nation.

Volcanic has prime contracted for multiple OEM’s, suppliers, testing facilities, food manufacturers and entertainment companies
spanning a wide variety of industries and bringing forward our unique expertise in servicing not only large Fortune 500 companies but
smaller entities, and one of a kind special projects meeting customers’ needs.



An overview of our capabilities include:

NAICS Codes PSC Codes
541330 - Engineering Services 3465 —Productions Jigs, Fixtures, and Templates
333514 - Special Die & Tool, Die Set, Jig & Fixture Mfg. R425 —Support — Professional: Engineering/Technical
541420 - Industrial Design Services R408 — Program Management
332710 - Machine Shop 9640 — Iron, Steel Primary & semi finished products
332812 - Laser Engraving 7690 — Miscellaneous printed matter

238190 - Welding On Site Contractors

325220 - Artificial and Synthetic Fibers and Filaments Manufacturing

332813 - Electroplating, Plating, Polishing, Anodizing, and Coloring

332994 - Small Arms, Ordnance, and Ordnance Accessories Manufacturing

332999 - All Other Miscellaneous Fabricated Metal Product Manufacturing

333998 - All Other Miscellaneous General Purpose Machinery Manufacturing

336413 - Other Aircraft Parts and Auxiliary Equipment Manufacturing

336414 - Guided Missile and Space Vehicle Manufacturing

336419 - Other Guided Missile and Space Vehicle Parts and Auxiliary Equipment Manufacturing
336611 - Ship Building and Repairing

336992 - Military Armored Vehicle, Tank, and Tank Component Manufacturing

336999 - All Other Transportation Equipment Manufacturing

541690 - Other Scientific and Technical Consulting Services

541713 - Research & Development in Nanotechnology

541715 - R &D in the Physical, Engineering, and Life Sciences (except Nanotechnology and Biotechnology)



We have multiple Patents that have either been granted, filed provisionally, or are under development.

Granted Patents

Description Date Granted US Patent #
1) Adjustable Spool May 5, 2020 US 10,640,324 B2
2) Purge Filament for 3D printers July 28, 2020 US 10,722,927 B2

Patents Filed Or Awaiting Provisional Filing

Description Application
1) Isolation Mount - Reduces Kinetic Energy Transfer
2) Impact Absorbing Anti-Ballistic Gel.- Reduces Kinetic Energy Transfer*
3) Rail/Vehicle Axle / Drive Shaft - Reduces weight of current axle 30%
4) Next Gen Armor - Superior protection, lightweight
5) Zero Weight Laminate - Laminating material with zero weight.
6) Lightweight Crew Module - Improved crew protection
7) Isolation Matrix - Multi directional energy absorption
8) Advanced Helmet Design - Reduces concussive forces
9) Acoustic Pneumatic Anti-Lock Brakes - Compatible with current brakes
10) Hybrid Plating - Ultra-fine 50 nm, self-healing & electrical
properties, can be used to armor composites
11) Cold Spray Technology - Mechanical bonding of powders to various

Substrates including Composites/Plastic,
Microchips, or Metal.

*-Filing deferred and will likely be kept as proprietary and secret rather than patented.

** Filing may be accelerated.

Status

Provisional filed
Concept proven™
Provisional filed
Under development
Under development
Under development
Prototype made
FEA work req’d
Under development
Under development

Concept proven. In use.

Provisional Filing Date

April 2024
April 2024*
April 2024
September 2025
September 2025
September 2025
December 2025
December 2025
December 2026
March 2025

June 2025



An example of how robust our technology is.

A fighter jet weighing approx. 44,000 Ibs for landing drops at a rate of 33-40 ft/second (or higher) in it’s final approach at a
speed of +180 mph. Landing Gear refurbished with Cold Spray Technology can be rebuilt, machined back to spec and meet
the original performance requirements and has been doing so for +6-years. This equipment is now deployed to the fleets.




A more everyday application is in repairing damaged tools, dies, fixtures and molds at a fraction of replacing the entire tool.
The advantage of this process is there 1s no heat distortion (as would be typical from welding) as the work 1s done at room
temperature.

A three step process involves:

1) An assessment to determine extent of damage, best materials to use, prep part for processing.
2) Rebuilding the material depth and profile, and
3) Machining back to tolerance.

Damaged part Rebuilding material depth Machined part ready to go.



We’d be pleased to speak to you in private regarding our capabilities and technologies in detail.

We look forward to working with you, supporting your needs and advancing your technological capabilities.

Thank-you!

Presented by Mark Petro
January 22, 2025
MAPetro@aol.com

Volcanic Engineering | 6350 Wall St, Sterling Heights, M| 48312 | 734-934-4132 |www.VolcanicEngineering.com
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Power Generation and Precise Motion Control
Electrifying Mechatronic Drive Systems for Military and Defense

| Craig Bernick




WITTENSTEIN motion control Who are we....

» Designated Small Business concern located in Bartlett, IL
* Mechatronic control technologies including:
* Gearboxes (planetary and worm)
* Brushless DC motors
« Specialized integrated Actuation solutions
« Power generation (motor/generator + inverter)
* Electromechanical actuation
* Ruggedized actuators and gearboxes
» Space rated systems
* Undersea systems --- 3000+ meter application depth

« Vertically integrated design and manufacturing

WITTENSTEIN | Mechatronic electrification | Craig Bernick| Proprietary Information

1/22/2025
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WITTENSTEIN motion control We are ..... Power Generation

* Fully implemented solutions

 Motor/Generator
. A\
e EffICIGncy == > 95% S ivwan Bamasaiion Siatins witrensTeIn | motion control

Performance Electric Powertrain Solutions for HEV and BEV
Power

* Active cooling

Bince 2008, WITT nas sat In power-to-welght ratlo, sfficlency and Intsfigsnce for powertralna of elsctric
and hybrid veniclsa. Qur unigue enginesring eciutions and serial products are a perfeot fit for spacs-reetricted applcations

with amall serial quantitisa. WITTEMSTEIM I3 your global partner for highly customized solutione from a few hundred to 10,000

 Full algorithmic torque/speed control for starting and power S
* Inverter
- Efficiency -- > 95%

« Mature prototype testing ongoing

Technical Data

Motor

Gartridge

Fsly housed

Up to B00mm

Up to B00mm
48-1,000V,,

Up 101,000 A

Up fo 800 kW

Up to 200,000 rpm {E-Turba)
Up to IPEDIC

Direct in-slot ofl oocing
High sophistiosted matenal

WITTENSTEIN | Mechatronic electrification | Craig Bernick| Proprietary Information 1/22/2025 93



WITTENSTEIN motion control We are .... Turret and Autoloader

Electromechanical Actuation

* Fully implemented EM actuation solutions
* Industry leading compact size

« Vertically integrated design, control and manufacturing of motor and gearbox -- Best in Class
weight and size efficiency of performance

« Planetary gearbox expertise and industry renown

» Currently serial production on Lynx and PzH 2000 platforms; weapon stations and turrets

WITTENSTEIN | Mechatronic electrification | Craig Bernick| Proprietary Information 1/22/2025 94



WITTENSTEIN motion control We are ......

« Manufacturing and Design Support out of Bartlett, lllinois facility

« Newly constructed manufacturing area opening in 2025

WITTENSTEIN | Mechatronic electrification | Craig Bernick| Proprietary Information

USA manufacturing

1/22/2025
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Questions?

Craig Bernick

Business Development Manager — Defense
Tel: 1-313-236-4467
Email: craig.bernick@wittenstein-us.com

WITTENSTEIN | Mechatronic electrification | Craig Bernick| Proprietary Information

1/22/2025
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PathFinder Al

INTRODUCING THE MOST ADVANCED RECOMMENDATION ENGINE
DESIGNED TO OPTIMIZE OPERATIONAL EFFICIENCY.

ThinkDigits
Lisa Harper
https://thinkdigits.com/
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